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Do not assume files you receive from others (both cost and technical) are ready for uploading.  Refer to FAR Part 3.104-4, Disclosure, protection, and marking of contractor bid or proposal information and source selection information.

	Summary of Documents Reviewed As Part of this Checklist:

	



The following actions apply to all competitive and non-competitive procurement actions before files are uploaded/released to an internet accessible location (e.g. FBO, eLibrary, TOMS Library) or sent via email:
	Initial/Date CO/CS
Review
	Initial/Date
Final Review
	Action To Be Taken By Contracting Officer/Contract Specialist

	
	
	Ensure all files to be posted (e.g. RFP, eLibrary, and TOMs Library documents) contain no proprietary information about manufacturing processes, operations, or contractor unique approaches, sensitive, SBU, or export controlled information in accordance with applicable law or regulation.  *See Glossary for Examples.

	
	
	Verify the author/person responsible for content in the Statement of Work (SOW) is a Government Employee and that the SOW contains appropriate contractual language.  *See Acquisition Planning Guide (APG) for guidance…examples are “shall vs. will.”   

	
	
	Ensure there are no hidden worksheets/columns/rows/data in the Excel Cost chart exhibits.  Double-check using the “Check for Issues/Inspect Document” feature. *See Metadata Presentation

	
	
	Confirm that the predecessor contract contains the “Contract Historical Data” attachment, which requests historical contract data to be delivered in accordance with the attachment.  If the contract does not contain the attachment, the Contractor’s consent to post any contractor specific historical data (e.g. average direct labor rates, historical labor categories, full-time equivalents) that would be necessary to ensure a comprehensive and fair evaluation of competitive proposals is required.

Any historical contract data not provided by the contractor in accordance with the attachment (e.g. Task Orders), that we intend on posting, needs to have contractor review prior to posting.  

	
	
	Coordinate with Legal to ensure any necessary redactions of proprietary or sensitive data have occurred, if applicable.   

	
	
	Ensure all review comments/changes are successfully removed from your documents (e.g. accept all changes and remove any comments).  Double-check using the “Check for Issues/Inspect Document” feature.  *See Metadata Presentation

	
	
	Save all Draft/Final Solicitation documents (including SOW and Cost/Price Exhibits) as a PDF File.  Use Microsoft Word and Excel to convert files to PDF using the instructions in the Metadata Presentation.  NOTE: Do not scan documents to PDF, as they will not be searchable and scanned cost exhibits cannot be converted back to Excel spreadsheets in accordance with RFP cost/price instructions. 


Posting of documents related to non-competitive contract actions (i.e. JOFOCs) should follow procedures identified in GSFC Procurement Circular 97-4 – “Justifications for Other than Full and Open Competition (JOFOC’s)”.
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Electronic Document Posting Checklist for: (INSERT RFP NUMBER and CONTRACT TITLE)
I hereby certify that the checklist has been completed for all documents summarized above.  


Prepared By:



__________________________     _____________________________                     __________                 
Printed Name of CO/CS                  Signature of CO/CS                                               Date


Approved By:*



__________________________     _____________________________                     __________                 
Printed Name of Approver                 Signature of Approver                                         Date

* Final Review of all Electronic Files shall be obtained from the Associate or Procurement Manager based on the level of the action associated with the files.   Final review approval for SEB level (>=$50M) associated files is the cognizant Associate; for actions below SEB level (<$50M), final review approval is the cognizant PM, but can be delegated to Sr. CO at PM’s discretion, as long as the Sr. CO is not personally assigned the action (i.e., review must be conducted by someone who is independent of drafting the documents).


In addition to posting the Draft RFP documents in PDF, the Contract Specialist shall save all Microsoft Word versions of key documents for use in the Final RFP review.  Example of typical key documents in Microsoft Word include the main Draft RFP document (Sections B-M), SOW, Past Performance Questionnaire, RTOs, etc.  Once the Draft RFP is posted via PDF documents, use the track changes function in these Microsoft Word documents to demonstrate any changes that occur between the Draft RFP posting and final RFP review.  Typically, these changes are a result of industry feedback on the Draft RFP and other internal changes that might be desired.  These track changes electronic documents shall be provided to reviewers via PKI e-mail during the Final RFP review process to facilitate an efficient review.  
Glossary
FBO - Federal Business Opportunities.
eLibrary – Website for posting supporting solicitation documents that are not uploaded to Federal Business Opportunities (FBO). 
Sensitive Data - Data confidentiality required by law, policy, or contractual obligation. Sensitive information is any information, the loss, misuse, or unauthorized access to or modification of which could adversely affect the national interest, the conduct of Federal programs, or the privacy to which individuals are entitled under Section 552a of Title 5, United States Code (the Privacy Act of 1974), but which has not been specifically authorized under criteria established by an executive order or an act of Congress to be kept secret in the interest of national defense or foreign policy.
Sensitive But Unclassified (SBU) – Controlled Unclassified Information (CUI) -  Material  that does not contain national security information (and therefore cannot be classified) but that is information or material determined to have special protection requirements to preclude unauthorized disclosure to avoid compromises, risks to facilities, projects or programs, threat to the security and/or safety of the source of information, or to meet access restrictions established by laws, directives, or regulations. https://nodis3.gsfc.nasa.gov/policy_letters/NM_1600-55_.pdf 
Proprietary/Trade Secret – Confidential business information which provides an enterprise a competitive edge may be considered a trade secret.  Proprietary information of others is information developed at private expense embodying trade secrets or comprising commercial or financial information that is privileged or confidential.   
Export Controlled – The transfer of anything to a "Foreign Person" by any means, anywhere, anytime, or the knowledge that what you are transferring to a "U.S. Person," will be further transferred to a "Foreign Person."  Note: The means of transfer can be: mail; fax; e-mail; www, ftp, etc.; shipping; hand carry; phone or face-to-face discussion; other.    
ITAR - International Traffic in Arms Regulations – type of Export Controlled data
EAR - Export Administration Regulations – type of Export Controlled Data
Export Control Applicability can be found at: 	http://export.gsfc.nasa.gov/what-is-an-export.html 
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